*#% Basic Information ***

[Create date] 2018/01/09

Exported to(language) GEN(all)
[Firmware No.] M0215840F

[File Information]

File Name MO0215840F.fwu

File Type Module for Service

Size 13.92 MB ( 14599912 byte )
[File Information]

File Name MO0215840F.rfu

File Type Module for Remote Upgrade
Size 13.93 MB ( 14606592 byte )
[Availability of RFU] Yes

**kk Note ***

[Note]

*4%* Important Notes ***

[Important Notes]
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*** Modification History ***

[Modifications made:]
Rank C

Symptom corrected:
- @remote communication with Cumin may be disconected.

Version 2.02

Symptom corrected:

1. After the date/time setting is changed, the machine mistakenly
detects an access attack, resulting in delayed response during
authentication.

2. Administrators can login via WIM even after the account has been
locked out.

3. Although the "Logout Using Card" function of Card Authentication
Package v2 is turned on, the user cannot log out when he or she
swipes the card.

Other changes:
A new SP mode was newly added for compliance of the Blue Angel
regulations.
SP5-305-101 (Auto Off Set - Limit Set)
0: OFF
1: ON (Default)
Note. Please be sure to update the following firmware in order to
apply all the change for the Blue Angel:
Printer v2.02 (M0215841B) or later
Web support v1.02 (M0215836B) or later

Version 2.01
Symptom corrected:
SC899 may occur when the user selects "StartupSetting" in Web Image Monitor.

Version 2.00
Other changes:

A protection program was added to ensure that the correct Engine
firmware is selected for the correct Engine board when updating the firmware.
Note: See RTB #RM020013.
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Version 1.02
1st Mass production
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