
RICOH 

To Users of This Product 
Thank you for purchasing this optional product. 

This document describes precautions related to the Virtual Machine Unit for TotalFlow 

Print Server Type S9 option. 

Ricoh Company, Ltd. 

1. About installing software 

Ricoh has confirmed operation on the Windows 10 operating system of Ricoh's 

software, TotalFlow Prep and Media Management Tool, only. Do not install any 

other software. 

2. About TotalFlow Prep 

You can use a trial version of TotalFlow Prep for 60 days by activating the trial 

license from the wizard when you are doing settings in the configuration wizard on 

the Windows 10 operating system. If you want to continue using the software after 

the trial period, purchase the license from Ricoh separately during the 60-day trial 

period. 

3. About backups 

Use the TotalFlow Print Server functions to create a backup while the Windows 10 

operating system is operating in a stable state. If a problem occurs while operating 

on the Windows 10 operating system, restore the Windows 10 operating system 

from the backup. The user must provide the USB memory device for the backup. 

4. About the console display 

By installing the option, the Windows 10 operating system appears on the display 

screen, not the TotalFlow print server. In addition, the TotalFlow printer server 

screen appears on the browser screen of the Windows 10 operating system. 

5. About antivirus software 

Installation of the following antivirus software has been confirmed on the Windows 

10 operating system. 

� Symantec - Endpoint Protection (v12.1.6) 

� Trend Micro - Antivirus+ (v12.0.1153) 

� McAfee - Total Protection (v16.01) 

� Microsoft - Windows Defender (Engine v1.1.14305.0, Antivirus definition 

v1.255.312.0) 

  



6. About the keyboard, mouse, and display 

The user must provide the keyboard, mouse, and display. Connect the keyboard, 

mouse, and display to the USB expansion port and graphics expansion card. 

 

7. About the product key (license sticker) 

Keep the sticker shown below in a safe place. You will need the product key on this 

sticker if you reinstall Windows. 

 

 

 

 

8. About the type of vulnerable programs provided by Microsoft 

The option uses the Microsoft Windows 10 operating system. As a result, the option 

is affected by the different types of security vulnerabilities that exist in the 

Windows 10 operating system, and there is a possibility of infection by viruses 

through those vulnerabilities when operating the option after installing it. 

Microsoft provides programs that are security patches for the various types of 

vulnerabilities, which you can install by doing Windows updates. Install these 

security updates manually while the option is in standby. Also, do not turn off the 

power to the machine while installing the security updates. 



Moreover, the user has responsibility for installing and uninstalling antivirus software 

or security update programs for various types of vulnerabilities. Also, please note that 

Ricoh bears no responsibility for problems that arise from their use. Furthermore, Ricoh 

may ask the user to uninstall some antivirus software or security update programs for 

the various types of vulnerabilities to resolve problems or isolate problems with the 

option. 

 

 

Windows® is a trademark or registered trademark of Microsoft Corporation in the 

United States and other countries. 
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