*#% Basic Information ***

[Create date] 2018/06/12

Exported to(language) GEN(all)
[Firmware No.] D1545743C

[File Information]

File Name D1545743C.fwu

File Type Module for Service
Size 6.44 MB ( 6757004 byte )
[File Information]

File Name D1545743C.rfu

File Type Module for Remote Upgrade
Size 6.45 MB (6762752 byte )
[Availability of RFU] Yes

**kk Note ***

[Note]

*4%* Important Notes ***

[Important Notes]
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*** Modification History ***

[Modifications made:]
Rank C

Other changes:
- Newly added SMBv2/v3 support.
This firmware is dependent on the following firmware modules.
Please be sure to update all of them:
- System/Copy v1.06 (D1545749E)
- Network Support v7.53 (D1545743C)
- Web Support v1.02 (D1545744A)
- Scanner v01.01 (D1545780A)
Please refer to the RTB(No.RGene095) for details.

Version 7.52

Symptom corrected:

When simultaneously printing from AppleTalk on a Mac and a protocol
other than AppleTalk in Windows, an SC899 error might occur.

Version 7.51

Symptom corrected:

1. SC991 might occur and network functions could not be used.
This occurs if DHCP and DDNS are both enabled in the device and
if the DHCP server distributes to the device an FQDN that is more
than 127 byte in length.

2. Device applications or services that use any of port 80, 443,
7443 or 7444 could not be used. This occurs if the illegal packet
is sent after SSL negotiation handshake to any of the device's
TCP ports 443, 7443 or 7444. Affected applications include Web
Image Monitor, IPP Printing and @Remote.

3. If "CNAME" is specified as the destination folder, ScanTo Folder
will abort.

4. If NBT is disabled, the destination for Scan to Folder might not
be displayed and Windows authentication might fail.

5. Cannot scan to shared folders in Windows 8 and Windows Server 2012.

6. Cannot scan to shared folders in Mac OS X 10.7 or Mac OS X 10.8.
This firmware is dependent on the following firmware modules.
Please be sure to update all of them:
System/Copy firmware v1.02 or later.

Version 7.50
Ist Mass production
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*#% Basic Information ***

[Create date] 2018/06/12

Exported to(language) GEN(all)
[Firmware No.] D1545744A

[File Information]

File Name D1545744A .fwu

File Type Module for Service
Size 2.52 MB (2640412 byte )
[File Information]

File Name D1545744A rfu

File Type Module for Remote Upgrade
Size 2.52 MB (2646272 byte )
[Availability of RFU] Yes

**kk Note ***

[Note]

*4%* Important Notes ***

[Important Notes]
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*** Modification History ***

[Modifications made:]
Rank C

Other changes:
- Newly added SMBv2/v3 support.
This firmware is dependent on the following firmware modules.
Please be sure to update all of them:
- System/Copy v1.06 (D1545749E)
- Network Support v7.53 (D1545743C)
- Web Support v1.02 (D1545744A)
- Scanner v01.01 (D1545780A)
Please refer to the RTB(No.RGene095) for details.

Version 1.01
1st Mass production
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*#% Basic Information ***

[Create date] 2018/06/12

Exported to(language) GEN(all)
[Firmware No.] D1545749E

[File Information]

File Name D1545749E.fwu

File Type Module for Service

Size 15.61 MB ( 16365408 byte )
[File Information]

File Name D1545749E.rfu

File Type Module for Remote Upgrade
Size 15.61 MB ( 16371968 byte )
[Availability of RFU] Yes

**kk Note ***

[Note]

*4%* Important Notes ***

[Important Notes]
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*** Modification History ***

[Modifications made:]
Rank C

Other changes:
- Newly added SMBv2/v3 support.
This firmware is dependent on the following firmware modules.
Please be sure to update all of them:
- System/Copy v1.06 (D1545749E)
- Network Support v7.53 (D1545743C)
- Web Support v1.02 (D1545744A)
- Scanner v01.01 (D1545780A)
Please refer to the RTB(No.RGene095) for details.

Version 1.05
Rank C

Symptom corrected:
- The machine may fail to conduct encrypted communication.
- @remote communication with Cumin may be disconected

Version 1.04

Symptom corrected:

The value of SP5045-02 automatically changes" to "0: Meter" when
@Remote connection is established.

SP5045-002

: meter (default for EU and AP machines)
: yard

: feet

: square meter

: square yard

: square feet (default for NA machines)

N W = O

Version 1.03

Other changes:

A password screen is now displayed when the machine is booted up for
the first time at installation.

This firmware is dependent on the following firmware modules.
Please be sure to update all of them:
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- Lede (OpePanel) firmware v1.02 or later.

Version 1.02

Symptom corrected:

1. Administrators are able to login from WIM (via Administrator
Authentication) even after the account has been locked out.

2. The captured user name might be garbled. This occurs if User
Administrator Authentication is enabled and if the user's "Key
Display" setting is 16 byte in length.

Version 1.01
Ist Mass production
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*#% Basic Information ***

[Create date] 2018/06/13

Exported to(language) GEN(all)
[Firmware No.] D1545780A

[File Information]

File Name D1545780A.fwu

File Type Module for Service
Size 1.12 MB ( 1170076 byte )
[File Information]

File Name D1545780A .rfu

File Type Module for Remote Upgrade
Size 1.12 MB ( 1175808 byte )
[Availability of RFU] Yes

**kk Note ***

[Note]

*4%* Important Notes ***

[Important Notes]
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*** Modification History ***

[Modifications made:]
Rank C

Other changes:
- Newly added SMBv2/v3 support.
This firmware is dependent on the following firmware modules.
Please be sure to update all of them:
- System/Copy v1.06 (D1545749E)
- Network Support v7.53 (D1545743C)
- Web Support v1.02 (D1545744A)
- Scanner v01.01 (D1545780A)
Please refer to the RTB(No.RGene095) for details.

Version 01.00
1st Mass production
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